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UNCLASSIFIED/
MSGID/GENADMIN/CMC WASHINGTON DC C4 CY/1212-07//

SUBJ/FUNDING GUIDANCE FOR CSWF CERTIFICATION AMF AND FUNDING OF INITIAL AND RE-TAKE OF CSWF CERTIFICATION EXAMS//

REF/A/MSG/150129ZDEC12//
REF/B/DOC/CMC/20110422//
REF/C/DOC/DOD/23APR07//
REF/D/DOC/24JAN12//

NARR/REF A IS C4 CY FUNDING GUIDANCE FOR CYBERSECURITY WORKFORCE (CSWF) MESSAGE (1212-05), WHICH CONTAINED INACCURACIES. REF B IS CMC WHITE LETTER 1-11, INFORMATION PROTECTION. REF C IS THE DOD DIRECTIVE 8570.01, CYBERSECURITY TRAINING, CERTIFICATION, AND WORKFORCE MANAGEMENT. REF D IS DOD MANUAL 8570.01, CYBERSECURITY WORKFORCE IMPROVEMENT PROGRAM.//

POC/KURT R. MEVES/MAJ/HQMC C4 CY/TEL: 703-693-3490/
EMAIL:KURT.MEVES(AT)USMC.MIL//
POC/DARYCK A. FICKEL/MGYSGT/HQMC C4 CY/TEL: 703-639-3490/
EMAIL:DARYCK.FICKEL(AT)USMC.MIL//

GENTEXT/REMARKS/1. CANCEL REF A.

2. SITUATION. HEADQUARTERS MARINE CORPS (HQMC) COMMAND, CONTROL, COMMUNICATIONS AND COMPUTERS (C4) IS NO LONGER ABLE TO FUND USMC CIVILIAN AND MILITARY CSWF ANNUAL MAINTENANCE FEES (AMF). IN ADDITION, THIS MESSAGE WILL PROVIDE POC INFORMATION TO RECEIVE INITIAL CSWF TESTING VOUCHER COORDINATION AND GUIDANCE FOR RE-TAKING OF CSWF EXAMS AFTER FAILURE. 

3. MISSION. TO PROVIDE GUIDANCE FOR FUNDING OF THE CSWF CERTIFICATION AMF AND FUNDING GUIDANCE FOR INITIAL AND RE-TAKING OF A CSWF CERTIFICATION EXAMS.

4. EXECUTION. WITHIN THE CURRENT BUDGET CONSTRAINS, HQMC C4 WILL NO LONGER BE ABLE TO FUND AMF FOR CSWF CERTIFICATIONS. IAW REF B, OWNERSHIP OF THE AMF WILL RESIDE AT THE LOCAL COMMAND AND LOCAL COMMANDS NEED TO DEVELOP A PLAN TO MEET CERTIFICATION REQUIREMENTS CSWF GOVERNMENT STAFF THAT HAS ALREADY BEEN AUTHENTICATED BY THE LOCAL INFORMATION ASSURANCE MANAGER (IAM) FOR LOCAL COMMANDS. THE AUTHORITATIVE TRACKING DATABASE FOR THE CSWF IS MARINE CORPS TRAINING INFORMATION MANAGEMENT SYSTEM (MCTIMS). IAW REFS C AND D, COMMAND IAMS ARE REQUIRED TO UPDATE AND VALIDATE MCTIMS INFORMATION TO ENSURE ASSISTANT SECRETARY OF DEFENSE FOR NETWORK AND INFORMATION INTEGRATION QUARTERLY REPORTING COMPLIANCE.

4.A. LOCAL COMMANDS WILL NEED TO COORDINATE WITH A COMMUNICATION TRAINING CENTER (CTC) TO RECEIVE A TESTING VOUCHER FOR INITIAL CSWF EXAM. IF THE INDIVIDUAL FAILS CERTIFICATION EXAM, OWNERSHIP OF FUNDING FOR NEXT TESTING VOUCHER FALLS TO LOCAL COMMAND OR INDIVIDUAL BASED ON LOCAL COMMAND POLICY AND PROCEDURES. CTC POC INFORMATION AS FOLLOWS: 

   WARFIGHTER SUPPORT BRANCH (WSB) SNCOIC, MGYSGT CELESTINO
   VARGAS (760) 830-1269
   CTC-1 (I MEF), CAPT THOMAS P. CUNNINGHAM (760) 763-7029
   CTC-2 (II MEF), MR. STEVEN G. BOWLING (910) 451-2878
   CTC-3 (III MEF), CAPT STEVEN M. CROSS (315) 623-1053

4.B. FURTHER INFORMATION CAN BE REQUESTED BY EMAILING THE HQMC C4 CYBERSECURITY WORKFORCE AT IAWF(AT)USMC.MIL OR SEEKING INFORMATION ON THE HQMC C4 CYBERSECURITY WORKFORCE WEBPAGE HTTPS:(SLASH, SLASH)C4.HQI.USMC.MIL/IAWF.ASP. REQUEST WIDEST DISSEMINATION.

5. QUESTIONS REGARDING THIS MESSAGE CAN BE ADDRESSED BY THE POCS IDENTIFIED ABOVE.

6. THIS GENADMIN IS DIRECTED BY MR. R. A. LETTEER, CHIEF, CYBERSECURITY DIVISION.// 
BT
